
Abstract: Digital identity management technology is fundamental to protect user privacy and 

underpin accountability in transactions and interactions, and comply with regulatory controls. In this 

tutorial, you discover key concepts and broad knowledge of the different areas of Identity 

Management Systems (IdMS). From a practical perspective, we will guide you through a step-by-step 

guide to install and configure OpenAM 12.x (https://forgerock.org). In this tutorial, you will learn how 

to set up the following configurations: 

 Cross-Domain Single Sign On 

 Distributed Authentication  

 Application Authentication with Fedlets  

 OAuth Authentication  

 Two Factor Authentication  
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